
RANSOMWARE A REAL 
DANGER TO THE NHS

UK healthcare 
organisations 
believe a 
cyber-attack 
could be life 
threatening.  
It’s time to act!1

TIME
Patient treatment 
delayed due to 
cyber-attacks.1

RISK
Sensitive healthcare 
data lost.1

COST
38% of UK healthcare 
organisations paid a ransom 
demand to get files back.1

4 steps to safeguard your 
patient data65% 

1.  https://www.infosecurity-magazine.com/news/healthcare-ransomware-last-year/
2.  Advanced issues status updates on products affected by cyber-attack (digitalhealth.net) / Biggest healthcare cyber attacks this decade | BCS
3.  https://www.gov.uk/government/news/government-sets-out-strategy-to-protect-nhs-from-cyber-attacks

Find out how Veritas can help

21 million  
malicious emails 

blocked every month 
by NHS England’s 

Cyber Security 
Operations 

Center.3

81% of UK healthcare 
organisations hit by 
ransomware in last year.1 

Aug 2022 cyber-attack 
on EPR system impacted 
85% of NHS 111 services.2 

1 Advanced anomaly 
detection

2 An immutable copy 
of your backup data

3 O365 data 
protection

4 The 3-2-1 
backup strategy

£

https://www.veritas.com/en/uk/solution/ransomware

